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The cyber risk landscape is evolving rapidly. These risks are real and complex whilst 
becoming harder to combat as cyber criminals become increasingly innovative and daring. 
However, private clients need not fear these threats if they are managed properly.

Previously considered a problem faced by large financial institutions and banks, over the past 
12 months there has been a dramatic increase in attacks against private clients. Attackers 
identify individuals that are often wealthy, value their privacy, and usually lack the  
appropriate defences.

Typically, vulnerable individuals include those in litigation, those with a high profile, those with 
wide ranging commercial interests or those with a particularly valuable reputation.

For any high value target the resulting risks can be:

	 Financial loss

	 Disruption of commercial contracts

	 Reputational damage

	 Invasion of privacy

	 Threat to physical security

Cyber security is not just about technology, it is about managing risk. To understand that risk, 
ITC provides private clients, and their wider team, the ability to prepare for every eventuality 
and ultimately mitigate the threats.
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Y O U R  C Y B E R  A N D 
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P R I VAT E  C L I E N T S

Why ITC Secure
Established in 1995, 
ITC continues to evolve 
in the face of the 
everchanging security 
threat landscape. With 
capabilities in on-
premise, cloud-based 
and hybrid security, ITC 
is a cyber consulting and 
managed security service 
provider like no other.

Including former 
members of British 
intelligence, experienced 
cyber security 
professionals and access 
to some of the World’s 
leading security experts, 
ITC provide discreet 
risk advice to a number 
of the World’s leading 
brands



PRIVATE CLIENTS
HOW ITC CAN MANAGE YOUR CYBER AND REPUTATIONAL RISK

How ITC Keeps Private Clients Safe Online & 
Protects Their Reputation
There are three simple steps to privacy and confidence.

1.	 What does the client value, where is it kept, and how robust 
are any existing security measures?

2.	 What improvements can be made immediately, and which are 
necessary, but may take a little longer

3.	 How best to maintain that level of security?

To achieve these steps our expert cyber security professionals 
provide the following bespoke services:

	 Personal Cyber Security Review

	 Secured Networks, Devices and Accounts

	 Digital Footprints

	 Online Threat Monitoring

	 User Awareness Training

	 Managed Cyber Security Service

	 Reputation Management

	 Crisis Response and Mitigation

Contact Us

If you would like to know more about our 
market leading security consulting services, our 
Netsure360° portfolio or want to hear more 
about our Security Insights programme;  
go to www.itcsecure.com,  
call 0207 517 3900 or email  
us at marketing@itcsecure.com
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At a Glance

Manage Cyber Risk with a 
combination of Technology, 
People and Process

Understand your vulnerability 
with Cyber Review

Ensure your wider team is part 
of your defence through User 
Awareness Training

Keep up to date and remain 
secure with a Managed Cyber 
Security Service

Secure your online profile 
through Reputation Monitoring 
and Management
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CASE STUDY: 
TECHNOLOGY SOFTWARE SECTOR 

 

MetaPack chooses ITC to 
design and deploy 
enterprise grade datacentre  
MetaPack are the leading provider of eCommerce 
delivery management technology to enterprise 
retailers and brands across the world. 

In early 2016 MetaPack approached ITC to discuss 
a solution to sustain their rapid business growth. 

ITC responded with a detailed proposal for the 
design, deployment, migration and management 
of a new fully resilient enterprise grade 
datacentre (DC). 

Mission 
MetaPack - experiencing rapid business growth that has 
heightened the awareness of the importance of the 
network underpinning the business. 
 
ITC Secure Networking - Invited by MetaPack to review 
the current DC and design a robust, reliable, resilient, 
secure and agile DC infrastructure that would support their 
current and future rapid growth plans. 
 
Key Deliverable - MetaPack required an underlying 
infrastructure that could efficiently support the growth of 
their key customers such as John Lewis, ASOS and M&S 
who utilise MetaPack’s Delivery Management Software. 
 
 
Solution 
As part of ITC’s standard on boarding process and in line 
with the company’s ISO20000/1 accreditation, ITC 
completed the initial discovery and audit phase at 
MetaPack offices and datacentre’s. The networks were 
fully documented to enable ITC to approve the plan to on 
board the infrastructure into service within a 12-week time 
frame. 
 
To achieve the transformation ITC built the hardware 
within its laboratory and completed a full suite of testing. 
The working solution was then moved to MetaPack’s 
datacentres, installed and re-tested before final handover 
to production. 
 
 
The Result   
ITC have designed, migrated & deployed a new datacentre 
infrastructure that will enable MetaPack to scale their 
business in line with their growth plans.  
 
The solution provides far greater resilience and reliability 
which will result in both higher levels of customer 
satisfaction and mitigate any loss of revenue. Additionally, 
ITC’s NetSure360° 24x7 management of the new 
infrastructure will free up internal resources to focus their 
efforts on revenue generating activity. 
 

 ITC have brought a tremendous value to MetaPack. 
Not only have they provided an effective solution to 
sustain our rapid business growth, but have delivered a 
critical transformation process in a very strict time 
frame as well. Thank you to all ITC colleagues involved 
in this ongoing project.”.   

David Whatley,  
Global Head of Technical Operations. 
 

Overview 

Industry  
Technology software sector 

Environment 
500 employees 
Headquartered in London, UK with offices in 
Germany, France, Netherlands, Poland, US & 
Hong Kong.  
2 datacentres 

Challenges  
Critical business process dictates that 
MetaPack have a change freeze period from 
early November until end of January. 
Timescales were therefore a critical challenge 
for this project, making it necessary to 
complete the entire transformation within a 
12-week time frame. 

Solution 
Design, deploy, migrate and proactively 
manage a new datacentre network and 
firewall infrastructure and deliver 24x7 
proactive NetSure360° LAN and Firewall 
Managed Services for the next 3 years. 

ITC NetSure360° integrates Security, Network 
and Performance Management assuring the 
performance, security and reliability of mission 
critical applications across the entire 
enterprise. 
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